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	Reason for change:
	As drescribed in Figure K.3-1 of TS23.167:

7a.
Upon reception of the SIP REGISTER message the P-CSCF determines that there is no IMS NNI to the user's HPLMN. The P-CSCF requests the PCRF or PCF for EPS-level identities (e.g. IMSI, IMEI(SV), MSISDN) in the Rx session establishment request. For 5GC, P-CSCF may use the Npcf_PolicyAuthorization service as described in TS 23.502 [49] and TS 23.503 [51] instead of the Rx interface.

7b.
For EPC, the PCRF performs session binding based on the UE's IP address/prefix (as defined in clause 6.1.1.2 of TS 23.203 [20]) and provides one or more EPS-level identities and the MSISDN (if available) to the P-CSCF.


For 5GC, the PCF performs session binding based on the UE's IP address/prefix (as defined in TS 23.503 [51]). If the Rx interface is used, the PCF extracts IMSI, IMEI(SV), and if available MSISDN from SUPI, PEI, and GPSI, respectively and provides the former identities to the P-CSCF. If the Npcf_PolicyAuthorization service is used, the PCF provides SUPI, PEI, and if available GPSI, and the P-CSCF extracts IMSI, IMEI(SV), and if available MSISDN from those identities.
9.
UE according to TS 24.229 [19], performs a new initial registration by sending a SIP REGISTER (UserID-2, IMEI) message and without inclusion of the Authorization header field. UserID-2 is a public user identity derived from SUPI (IMSI or NSI). P-CSCF may verify the IMSI/NSI/IMEI provided by the PCRF or PCF in step 7b against the IMSI/NSI/IMEI derived from the public user identity provided by the UE, prior to accepting the SIP REGISTER message.
The P-CSCF may verify the identities of the UE when the P-CSCF determines there is no IMS NNI to the user’s HPLMN.

For the L3 relay scenario, when the PLMNs of the L3 remote UE and L3 relay UE are different, and no IMS NNI between them, the P-CSCF serving for the L3 relay UE will verify the identites of the L3 remote UE follow the procedure of Figure K.3-1 in TS23.167. But the L3 remote UE does not has its own emergency PDU session, so the P-CSCF cannot retrieve the identities of the L3 remote UE from the PCF. Finally, the verification procedure will fail, and the emergency call from the L3 remote UE will fail.

To avoid such failure, there are two options:

Option 1: the identities of the L3 remote UE are sent to the PCF serving for L3 relay UE when the L3 relay UE establishes or modifies the emergency PDU session.

Option 2: the P-CSCF skip the identities verification procedure.

Considering the time limition for the R18,  it is proposed to adope option 2: the P-CSCF skips the identities verification procedure when determining the UE is a L3 remote UE based on the access type “3GPP-NR-ProSe-L3UNR”.

	
	

	Summary of change:
	Clearify that the identities verification procedure can be skipped for the L3 remote UE if there is no IMS NNI between the PLMN of L3 remote UE and the PLMN of L3 relay UE.

	
	

	Consequences if not approved:
	For some L3 relay scenario, the L3 remote UE can not perform the emergency service.
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	Other comments:
	


* * * Start of Change 1 * * *
M.4
P-CSCF handling

In addition to the functionality described in clause K.2.2, when the P-CSCF serving for the 5G ProSe Layer-3 UE-to-Network Relay determines there is no IMS NNI to the user's HPLMN, i.e. the HPLMN of the 5G ProSe Layer-3 Remote UE, the functionality of UE/user‘s identities retrieve and verify steps may be skipped in some scenarios, such as, when the P-CSCF determines the SIP REGISTER or SIP INVITE message is sent from a 5G ProSe Layer-3 Remote UE via a 5G ProSe Layer-3 UE-to-Network Relay based on the access type “3GPP-NR-ProSe-L3UNR”, because the identities of the ProSe Layer-3 Remote UE cannot be retrieved from PCF by the P-CSCF.
M.5
IMS Emergency Registration and Session Establishment 
Compared to Annex K.3, the following addition/difference applies:
-
To proceed the step7a and 7b, the P-CSCF may also determine that the access type is not set to "3GPP-NR-ProSe-L3UNR"
-
Step 7a and 7b can be skipped when the P-CSCF determines the SIP REGISTER message is sent from a 5G ProSe Layer-3 Remote UE via a 5G ProSe Layer-3 UE-to-Network Relay according to the access type “3GPP-NR-ProSe-L3UNR” as described in clause M.4.
*********** End change **************

